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OTkpbiBaem BeTKy WAN => Network
Bbibupaem TMn nogkntoueHns PPPoE
Bsogum JloruH, Maponb (yKasaHbl B 4OroBope)

Pexknm nogkntoueHus Bbibupaem Connect automatically
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300M Wireless N Gigabit Router
Model No. TLWR1043N / TLWR1043ND

Status
Quick Setup

IWAN Connection Type:

| PPPE/Russia PPPOE v | | Detect | I

-LAN

-WAN

_MAC Clone PPPoE Connection:

Wireless User Name:
Password:

DHCP

Network Sharing Confirm Password:

| d4802857 |

Forwarding
Security Secondary Connection:
Parental Control
e Wan Connection Mode:
Advanced Routing
Bandwidth Control
1P & MAC Binding
Dynamic DNS

System Tools

Hayknmaem KHOMKy «Save»

OTKpbiBaem BeTKy Wireless =
SSID —nma cetun

Channel — kaHan Wi-Fi

"EdTLWRIO43N X

@ Disabled () DynamicIP ), StaticIP (ForDual AccessiRussia PPPoE)

) Connecton Demand

Max Idle Time minutes (0 means remain active atall times.)

@ Connect Automatically

) Time-based Connecting

Period of Time:from [0 |:[0 | Mo [23 ][50

| tHHMM)

) Connect Manually

Max Idle Time:

inutes (0 means remain active at all times.)

Disconnected!

Hactpoika Wi-Fi

> Wireless setting

WAN Help
WAN Connection Type:
IFyour ISP is running a DHCP server, selectthe Dynamic IP option.

It your ISP provides a static or fixed IP_Address, Subnet Mask,
Gateway and DNS setting, selectthe Static IP option.

If your ISP provides a PPPoE connection, select PPPoE/Russia
PPPoE option.

If your ISP provides BigPond Cable(or Heart Beat Signal) connection
please select BigPond Cable option.

If your ISP provides L2TP connection, please select L2TP/Russia
L2TP option.

If your ISP provides PPTP connection, please select PPTP/Russia
PPTP option.

Note: If you don't know how to choose the appropriate connection
type, click the Detect button to allow the Router to autematically
search your Internet conneclion for servers and protocols. The
connection type will be reported when an active Internet service is
successfully detectad by the Router. This report is for your reference
only. To make sure the connection type your ISP provides, please
refer to the ISP. The various types of Internat connections that the
Router can detect are as follows:

+ PPPoE/Russia PPPoE - Connections which use PPPOE that
requires a user name and password.

Dynamic IP - Connections which use dynamic P address
assignment.
Static 1P -
assignment.

Connections which use static

IP address
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300M Wireless N Gigabit Router
Model No. TLWR1043N / TLWR1043ND

Status
Quick Setup

Wireless Settings

Wireless Settings Help

Note: The operating distance or range of your wireless connection
varies signif

based on the physical placement of the Router. For

I $SID: Hame | I
Region: Russia r
Warning: Ensure you select a correct country to conform local law.
-Wireless Security Incorrect settings may cause interference.
- Wireless MAC Filtering
- Wireless Advanced Channel: ‘Autn
-Wireless Statistics Mode: ‘ 11bgn mixed M
DHCP ChannelWidth:  |Auto v |
Lle Max Tx Rate: | 300Mbps v |

Forwarding
Security
Parental Control

Access Control

Advanced Routing

Bandwidth Control

¥ Enable Wireless Router Radio

¥ Enable SSID Broadcast
[ Enable WDS

1P & MAC Bi
Dynamic DNS

System Tools

[na ycTaHOBKK

Save

napons Ha Wi-Fi ceTb

best results, place your Router.

+ Near the center of the area in which your wireless stations will
operate.

In an elevated location such as a high shelf.

Away from the potential sources of interference, such as PCs,
microwaves, and cordless phones.

With the Antenna in the upright position.

« Away from large metal surfaces.

Note. Failure to follow these guidelines can result in significant
performance degradation or inability to wirelessly connect to the
Router.

SSID - Enter a value of up to 32 characters. The same Name (SSID)
must be assigned to all wireless devices in your network.

Region - Select your region from the pull-down list. This field specifies
the region where the wireless function of the Router can be used. It
may be illegal to use the wireless function of the Router in a region
other than one of those specified in this filed. If your country or region
is not listed, please contact your local government agency for
assistance,

Channel - This field determines which operating frequency will be
used. Itis not necessary to change the wireless channel unless you
notice interference problems with another nearby access point. If you
select alto, then AP will chaase the best channel automatically.

Mode - If all of the wireless devices connected with this wireless router
can connect in the same transmission mode(eg. 802.11b), you can
choose "Only” mode(eg. 11b only). If you have some devices that use
a different transmission mode. choose the appropriate "Mixed” mode.




OTKpbiBaem BeTKy Wireless => Wireless security
Bbibupaem tvn wndposarma WPA-PSK/WPA2-PSK

Beogumm naponb 8 none PSK Password
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300M Wireless N Gigabit Router
Model No. TLWR1043N / TLWR1043ND

T i T
Key 3 i |
Status Y || Disabled '|
Quick Setup Keyd I || Disabled | Wireless Security Help
‘You can selectone of the following security options:
) WPA/WPA2Z « Disable Security - The wirgless security function can be
Version: ‘A tomati enabled or disabled. If disabled, the wireless stations will be
& utomatic able to connect the Router without encryption. It is
_Wireless Settings Encryption: ‘Automatm ,l recommended strongly that you choose one of following
! it options to enable security.
_Wireless Security Radius Server IP: l:| + WEP - Select 802.11 WEP security
o m + WPA-PSK - Select WPA based on pre-shared passphrase.
et I Radius Port: (1-65535, 0 stands for default port 1812) + WPA - Select WPA based on Radius Sarver
-Wireless Advanced Radius Password: ‘ Each security option has its own settings as described follows, L
miaioyy Siatatcy Group Key Update Period: D (in second, minimum is 30, 0 means no update) WEP
DHCP
Type - You can select one of following types,
Network Sharing
- @ WPA-PSKIWPA2-PSK « Automatic - Select Shared Key or Open System
Forwarding authentication type automatically based on the wireless
P— Version: ‘ Automatic v | station’s capability and request.
curity ] e «+ Shared Key - Select 802.11 Sharad Key authentication
[ — Encryption; LAES il + Open System - Select 302.11 Open System authentication
e —— I PSK Password: ‘3139‘10715 WEP Key Format - You can select ASCIl or Hexadecimal format
= w— = ASCI Format stands for any combination of keyboard characters in the
Advanced Routing (You can enter ASCIl characters between & and 63 or Hexadecimal characters betw| specified length. Hexadecimal format stands for any combination of
Bandwidth Control Group Key Update Period: IC' (in second, minimum is 30, 0 means no update} hexadecimal digits (0-9, a-f, A-F) in the specified length
S WEP Key settings - Select which of the four keys will be used and
LT e enter the matching WEP key information for your network in the
Dynamic DNS [ | selected key radio button. These values must be identical on all
wireless stations in your network.
System Tools
Save e Key Type - You can select the WEP key length (64-bit, or 128-bit, or
4 » 152-bit) for encryption. "Disabled” means this WEP key entry is +

Hayknmaem KHOMKy «Save»



